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# Abstract

# Introduction

# Applications of Quantum Computing

One of the biggest applications for Quantum Computing is cryptography.

## Cryptography

### Introduction

One of the important areas in modern society is communicating securely. Quantum information transmission and processing contributes significantly to this. Quantum cryptography is a great example that may be the main protection against quantum codebreaking for the future. One of the new features of quantum cryptography is that the security of quantum key generation and quantum cryptographic protocols is based more on the laws of nature than classical cryptography. The security of classical cryptography is based on “unproven assumptions concerning the computational hardness of some algorithmic problems.” (Gruska 2002)

### Quantum Key Distribution

Quantum key distribution is a method in which quantum states are used to make a random secret key for cryptography.

Basically, Sarah tries to send qubits to Patrick and an eavesdropper Leah, tries to learn and change as much as it can without being detected. This is a difficult task for the eavesdropper as quantum states cannot be measured and copied without causing some sort of disturbance which are immediately detected. (Gruska 2002)

This is the idea of it: There are two people who are separated and want to communicate with each other. In this case, we will be using Sarah and Patrick. Sarah sends to Patrick 2n qubits which are randomly chosen from one of the states |0) , |1) , |+) , |−). Patrick measures the bits he received. He does this by using the measurement basis randomly between {|0), |1)} and {|+), |−)}. Sarah and Patrick tell each other publicly where anyone can listen to how they prepared and measured each qubit. They find out by chance that they may have used the same method which on average, happens half the time and keep those results. If there are no errors, they now “share the same random string of n classical bits.” An example of this is to associate |0) and |+) with 0 and |1) and|-) with 1. This is known as *raw quantum transmission*, RQT. (Steane 1997)

So far, it is impossible to learn Patrick’s measurement results by just looking at the qubits journey. Some evidence of their presence is left behind. One way for an eavesdropper of whom we will call Leah, to try and find out the key, is to catch the qubits and measure them before passing them to Patrick. On average, Leah guesses Sarah’s qubits correctly not disturbing her cycle. Leah’s correct guesses doesn’t cause conflict with Patrick’s. This causes Leah to learn the state of half of the n qubits which Sarah and Patrick trust, and interrupts the other half. Leah basically corrupts n/4 bits of the RQT. By randomly choosing n/2 bits of the RQT, Sarah and Patrick can detect the presence of Leah and so decide to publicly announce the values they have. They can be sure that no eavesdropper was present if they agree on these bits. This can be done since the probability that Leah was present and they happened to choose n/2 uncorrupted bits is (3/4)^n/2 ≃ 10^−125 for n = 1000. The secret key is the n/2 unrevealed bits. This method is used to detect eavesdropping. (Steane 1997)

Quantum computing can provide helpful advancements to human life thanks to the enormous abilities of quantum technology. Not only does it aid in security (cryptography) but also everyday jobs.

## Medicine

* The research and development of medical sciences. An example is analysing a sequence of DNA which are usually large in size.
* Diseases like cancer can be diagnosed faster and more accurate.
* Producing and discovering drugs at a scale.
* Analysing and processing heavy images which bioengineering, and telemedicine rely on. (Al-maghraby 2017)

## Economy and Finance

* Investment decisions can be done through the analysis and simulation of stock portfolios.
* The detection of fraud is more effective and can be viewed in real time.
* Applications for planting and agriculture. (Al-maghraby 2017)

## Information Technology

* Analysing and searching data from big data warehouses.
* Testing and simulating software that is time consuming and complex for current computers.
* The fast response and analysis of massive data such as traffic management is enhanced using quantum processes. (Al-maghraby 2017)

## Natural Sciences

* Use quantum computing power to study and simulate experiments that are too costly and time consuming.
* Analysing time series and forecasting. (Al-maghraby 2017)
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